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1/ Key Procedure Points 

COFCO International Ltd. and its subsidiaries (hereinafter “CIL” or the “Company”) are committed to maintaining the highest 

standards of business conduct. This commitment is reflected in the Company’s Code of Conduct and related policies, which 

can be found on the CIL Intranet in several languages. 

 

It is important to the Company that any non-compliance, act of fraud or other misconduct within CIL, or as a result of CIL’s 

business activity or the acts of any employee, temporary worker or contractor (hereinafter “Employee” or “Employees”), or 

stakeholders (e.g. customers and suppliers) is reported and properly addressed. CIL recognises that Employees and 

stakeholders have an important role to play in achieving this goal. As part of this commitment, CIL strongly encourages 

Employees who have Concerns to come forward and express them in order to enable CIL to investigate and address these 

matters. 

2/ Purpose and Scope 

The purpose of the Integrity Hotline Procedure is as follows:  

• This global Integrity hotline procedure (this “Procedure”) applies to all Employees and subsidiaries of CIL, and to any 

third-party with an interest, issue or concern with CIL or its operations (hereinafter “Stakeholders”). This includes, 

without limitation, agents, suppliers, customers, and neighbours of the Company or its facilities. Stakeholders are 

encouraged to address any concern they may have through the Integrity Hotline channels listed in the Annex.  

• This Procedure is designed to provide Employees and Stakeholders with a mechanism to address Concerns 

confidentiality, anonymously and without fear of reprisal. If you are an Employee, please contact your local Human 

Resources Manager if you have any questions regarding what, where or how to report. Grievances regarding 

Employees’ individual interests, such as pay or benefits, for example, should typically be addressed through locally 

applicable human resources procedures. 

• Implementation and application of this Procedure is supervised by the CIL Concerns Management Committee. The 

role of the CIL Concerns Management Committee is to ensure that: (i) there is an independent channel to report 

concerns; (ii) such concerns receive proper follow-up; (iii) feedback is provided to the person reporting the concern; 

and (iv) recommendations are made to the Board of Directors (the “Board”) and/or CEO for any required follow-up 

actions. 

3/ Principles 

This procedure is prepared under the framework of CIL’s Code of Conduct and ISO 37002 standard (Whistleblowing 

management systems— Guidelines). 

4/ Key Interfaces 

The key interfaces to this procedure are: 

• Data protection and data privacy laws and regulations 

• ISO 37002:2021 Whistleblowing Management Systems – Guidelines 

• Internal Audit Guideline for Managing the Integrity Hotline Cases 

• CIL and Group policies as applicable, including but not limited to:- 

o CIL Code of Conduct 

o CIL Global Investigation and Disciplinary Policy 

o Integrity Hotline Privacy Policy 



04 Integrity Hotline Procedure 
Version 2.0 | Dec 2023 

 

   

 

5/ Reporting Concerns 

External, Independent Reporting Channel 
CIL has engaged an external, independent and internationally recognised service provider to design and operate an external 

communication channel under the name CIL Integrity hotline. 

 

This is done both to demonstrate CIL’s commitment to addressing Concerns and also to encourage Employees and 

Stakeholders to report their Concerns regardless of their place in or relationship to the organisation. The channels (specifically 

for phone, web intake page, and mobile phone intake page) is facilitated by independent third-party professionals around the 

world and in local languages. Any information submitted to the CIL reporting channel will only be shared with the CIL Concerns 

Management Committee on an anonymous basis unless the submitter approves otherwise. All contact details required to 

enable Employees or Stakeholders to report Concerns are provided in Annex to this Procedure. Both verbal and written reports 

can be submitted in any language. 

 

CIL encourages Employees and Stakeholders to report any Concerns to either the CIL Concerns Management Committee or 

to the external CIL “Integrity hotline” (if the Concern relates to a member of the Concerns Management Committee, reporting 

should only be done through the external reporting channel). Concerns may be submitted in person (to Internal Audit or to a 

member of the Concerns Management Committee), or by phone, through the website, or mobile phone intake page, or  email. 

 

Although CIL always allows and encourages Employees to discuss their Concerns with their local or direct managers, this is 

not a requirement to qualify for protection under this Procedure. 

 

Confidentiality of Reports 
All information obtained through the reporting of a Concern, and in the course of any subsequent investigation, will be treated 

with the utmost confidentiality and disclosed only on a need-to-know basis. CIL is committed to protecting the privacy and 

sensitive information of all individuals involved.  

 

The name or other personal related data of Employees and Stakeholders submitting a report shall be kept confidential to the 

greatest extent possible, and shall under no circumstances be communicated any further without the Employee’s or 

Stakeholder’s permission. In return, the Company kindly requests Employees and Stakeholders to maintain the confidentiality 

of their report and the identities of any individuals involved in such report or in any subsequent investigation. 

 

All information obtained through the reporting of a Concern, and in the course of any subsequent investigation, shall only be 

disclosed on a confidential need-to-know basis to individuals directly involved in the investigation (e.g. members of Internal 

Audit, Legal, Human Resources or outside legal counsel and forensic auditors). The local Country Manager shall be informed 

of the investigation unless the nature of the Concern requires otherwise. Additionally, when applicable, the Data Protection 

Officer (DPO) may be consulted in exceptional cases to ensure that privacy regulations are adhered to during the investigation 

process. If deemed necessary, or if legally required, information obtained through the reporting of a Concern or in the course 

of a subsequent investigation may be shared with governmental or public authorities.  

 

Acknowledged, Reviewed, Investigated Reports 
A concern reported will be acknowledged in writing to the submitter within 7 days of such report. Unless the submitter chooses 

to remain anonymous or not to maintain further contact, all subsequent contact with the submitter will take place through the 

CIL Concerns Management Committee or the CIL Integrity hotline service provider, unless otherwise agreed. 
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Any Concern raised in accordance with this Procedure will be reviewed by a team of at least 2 individuals assembled to ensure 

the matter is reviewed in an independent manner (the “Investigation Team”). The Chief Audit Officer must be informed of the 

investigation, unless the nature of the Concern requires otherwise. If it is necessary to ensure the professional and independent 

investigation of the matter, or if the Concern relates to one of the Concerns Management Committee members, the investigation 

shall be carried out by external investigators (the Regional Head of Internal Audit must consult with the Chief Audit Officer). 

 

The Investigation Team will assess what follow-up (interviews, research, document requests, etc.) is appropriate. All parties 

involved in an investigation are expected to reasonably cooperate with the investigation. 

 

Information obtained through the reporting of a Concern, or in the course of a subsequent investigation, may be submitted to 

regulatory or governmental authorities, if necessary or required by applicable laws or regulations. 

 

Feedback and Cooperation 
Where a formal report is prepared, the following shall be performed: After the Investigation Team has finalised its investigation 

of the Concern and provided the Concerns Management Committee with its report, the Concerns Management Committee 

shall: provide a recommendation for actions to the Disciplinary Committee, CEO, and/or Board. The Concerns Management 

Committee shall report to the Board and/or CEO on Concerns raised and actions taken on a periodic, but at least on a quarterly, 

basis. Such report to the Board and/or CEO will be on a consolidated basis (reports received, investigations opened, 

investigations closed, etc.) unless otherwise required by the Board or the materiality of a particular Concern. The submitter shall 

be kept informed of the progress and outcome of the investigation through periodic, but at least 2-monthly, updates. 

 

Any individual that has reported a Concern and that is unsatisfied with the outcome of the investigation may contact the 

Concerns Management Committee,  and identify and substantiate any issues which the individual considers to be insufficiently 

addressed. In response, the Concerns Management Committee may, in its sole and absolute discretion, decide to take the 

following action(s): 

• Invite the submitter to further substantiate their complaints about the outcome of the investigation; 

• Request that the submitter answer any relevant questions in this respect; and/or 

• Assess any other options to resolve or more adequately address the Concern. 

 

Protection of Employees and Stakeholders Reporting a Concern (non-retaliation policy) 
CIL takes any potential misconduct seriously, regardless of who the perpetrator is, and everyone should feel free to report any 

Concern they may have. CIL shall not dismiss, discharge, demote, suspend or in any way harass, penalise or discriminate 

against an Employee or Stakeholder who has reported a Concern in good faith, nor shall it do so with any Employee or 

Stakeholder who cooperates in good faith with any investigation.  

 

Note, however, that making intentionally false statements or bad faith allegations is a violation of CIL’s Code of Conduct and of 

this Procedure.  

 

Any retaliation against Employees or Stakeholders who have submitted a Concern in good faith, or who are involved in an 

investigation, is a violation of CIL’s Code of Conduct and this Procedure. Such violations may lead to disciplinary or other action 

including, but not limited to, termination of employment. 

 

For Employees, Concerns may also be reported to these channels through the local Human Resources Manager or Compliance 
Officer. Although CIL always allows and encourages Employees to discuss their Concerns with their local or direct managers, 
this is not a requirement to qualify for protection under this Procedure. 
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Data Protection  
Data protection and privacy is of paramount importance to CIL. CIL  is dedicated to safeguarding the privacy and confidentiality 

of any personal data that may be collected through our Integrity Hotline. This commitment extends to adhering to all applicable 

data protection laws and regulations.  

With regards to any personal data obtained from reported Concerns and any subsequent investigations under this Procedure, 

CIL shall act as a data controller, while our trusted service provider will be deemed as a data processor.  A data processing 

agreement between CIL and our external service provider is in place to ensure the secure and lawful processing of personal 

data.  

 

Personal data collected will be used exclusively for investigating and addressing reported concerns, with the goal of upholding 

ethical standards and compliance.  

 

Any personal data obtained from reported Concerns and subsequent investigations shall be kept strictly separated from Human 

Resources Management systems and files, except as may be required by law and/or for the purpose of taking disciplinary 

measures. 

 

For a comprehensive understanding of our data protection practices, your rights, and how we handle personal data through the 

Integrity Hotline, please refer to our established policies: Integrity Privacy Policy, Data Privacy Policy and Employee Privacy 

Policy. These policies outline our commitments to data protection, data protection rights, and the mechanisms in place to ensure 

the security and confidentiality of personal data. 

 

6/ Archive 

Relevant information on the Integrity Hotline shall be properly filed and kept in accordance with the records management 

requirements and respective data privacy regulations. 

7/ Definitions and Abbreviations 

CAE Chief Audit Executive or Chief Audit Officer or Group Head of Internal Audit 

CIL COFCO International Limited 

CMC Concerns Management Committee 

Concern A “Concern”, for purposes of this Procedure, is any issue or matter of importance which relates to any potential, 

real or alleged: 

• Violation of law or regulation – Criminal behaviour 

• Violation of any aspect of the Company’s Code of Conduct or related policies 

• Facts that may directly or indirectly harm the Company’s reputation or brand image; 

• Actual harm or adverse impact associated with CIL’s activities or the activities of any of its Employees; 

or 

• Suppression, destruction or manipulation of information related to items (i) – (v) of this paragraph. 

Data 

Controller 

The natural or legal person, public authority, agency or other body which, alone or jointly with others, 

determines the purposes and means of the processing of personal data. Controllers make decisions about 

processing activities (GDPR). 
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Data 

Processor 

The natural or legal person, public authority, agency or other body which processes personal data on behalf 

of the Data Controller accordance with their instructions and for specific purposes, while not making 

independent decisions about the data processing activities (GDPR). 

ISO International Organisation for Standardization 

KPIs Key performance indicators 

RCMC Regional Concerns Management Committee 

8/ Annexes 

Reporting Channel Details 

If you’re a COFCO International employee or stakeholder, you can report your concerns to Management, Human Resources, 

Concerns Management or the Integrity hotline. The details of the Integrity hotline reporting channels are as follows: 

• Web intake page: https://www.cofcointernational.com/integrity-hotline  

• QR code or mobile phone intake page: https://cofcointernational.navexone.eu/  

 

• Telephone (refer to Annex for list of contact numbers per country) 

• Email: integrityhotline@cofcointernational.com  

https://www.cofcointernational.com/integrity-hotline
https://eur02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcofcointernational.navexone.eu%2F&data=04%7C01%7Cjoelmalahay%40cofcointernational.com%7C6e58390330344b216d3608d95368d961%7C01c999f0c6f347dc92cf4f2d06feda2c%7C0%7C0%7C637632532047264816%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=qMwbgk5jURA%2FcD47dd4iwN54q%2FgtjhN6nJMXotxSwbQ%3D&reserved=0
mailto:integrityhotline@cofcointernational.com
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Telephone Contact Numbers 
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